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EXECUTIVE SUMMARY 
 

This deliverable presents the continuation of the work carried out in D3.2 which consisted in 
the collection of projects and initiatives funded under the Horizon 2020, the Seventh 
Framework Programme or similar initiatives in the field of cybersecurity for the healthcare 
domain. Following the collection and classification of the project and initiatives, Task 2.4 
involved integrating the list of projects on the SecureHospitas.eu online hub and liaison 
activities with each of them in order to promote their engagement on the online hub by 
sharing knowledge and showcasing solutions, but also for the SecureHospitals.eu project to 
participate in external activities to build and strengthen synergies. The overview on the 
liaison activities presents what has been undertaken in the first project months, what is 
currently going on and future plans of collaboration with a number of projects that under 
the immediate interest of cooperation for the SecureHospitals.eu project.  
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1 Introduction 
 

Under the Horizon 2020 and Seventh Framework programmes, the European Commission has issued 
a number of competitive calls for research, innovation and coordination activities in the field of 
cybersecurity in the healthcare domain, whereas cybersecurity in general is one of the main thematic 
areas of the Horizon 2020 programmes funding countless projects on the topic. One of the main aims 
of the funding agencies and of the projects themselves, is to create synergies among the initiatives 
addressing the same challenges in order to achieve mutual learning, cooperation in the research and 
innovation outcomes, avoid duplications, and cooperate in disseminating results.   

As part of the D3.2, the main project and initiatives of relevance to SecureHospitals.eu were 
identified. These include cybersecurity projects funded by the Horizon 2020 programme, but also 
major institutions and initiatives such as ENISA, which is relevant to SecureHospitals.eu both as a 
knowledge provider but also as a dissemination platform. While the identification and screening of 
the projects took place as part of the D3.2, the aim of this deliverable is to report on the follow-up 
activities which can lead to cooperation and synergies with all of the identified.  

The list of similar projects and initiatives has thus the following aim:  

1. Being added on the SecureHospitals.eu online platform (R&D projects), it is an information 
resource for solutions seekers and for other researchers, trainers and innovators in the field.  

2. Contact lists of each of the following initiatives serve for marketing the SecureHospitals.eu online 
platform, by offering each of the liaised projects (esp. the RIA/IA types) an additional space to 
promote their outcomes by actively sharing their information.   

3. Building of stronger ties with a smaller number of projects, which consists in mutual sharing of 
results and co-organisation of training and awareness raising activities.  

This deliverable describes the publication of the relevant projects list on the SecureHospitals.eu 
online hub, as well as liaison activities with the most and less relevant ones.   
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2 Projects List  
 
The ‘Solutions’ module on the SecureHospitals.eu online hub seeks to provide information on various 
solutions for cybersecurity issues to healthcare organisations (‘solutions seekers’). This section 
provides directories of technical solutions, legal consulting and innovation consulting services, and 
also an overview of the collected R&D projects in the field. The projects and initiatives list, is included 
under this category, since all of them are knowledge and innovation providers with the aim of 
‘solving’ cybersecurity issues in healthcare.  

Figure 1 shows the interactive list of all identified and classified projects and initiatives integrated on 
the SecureHospitals.eu online hub. This page lists the projects by acronym/name of initiative, and 
upon clicking on each of them it shows the basic facts and information such abstract, funding 
programme and duration. Official logos of all projects and initiatives are also being added to the 
page. 

Many of these projects are designing and developing products that are close to being rolled out in 
the market, so could thus be listed under the ‘Technical Solutions’ category. Their coordinators and 
partners on the other hand are at the same providing products and services that address the needs 
of the solution seekers on the SecureHospitals.eu online hub. Thus, following the full launch of the 
platform, all of the mentioned projects and initiatives are being contacted with the invitation to 
register on the online hub, so they can share their knowledge and showcase their solutions to the 
community. At the latest stage of the development of the hub, the aim will be to have all of these 
stakeholders engaged within the ‘Community of Practice’ space, which will provide ground for new 
collaboration ideas and innovative solutions.  

 

FIGURE 1: R&D Projects list on the OIAH 
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3 Liaisons overview 

Of all the identified projects and initiatives listed within the list, the projects of the outmost 
interest to SecureHospitals.eu, are those funded by the (same) call H2020-SC1-FA-DTS-2018-
1 with focus on security. The mentioned call was divided into the following two topic IDs: SU-
TDS-03-2018: Raising awareness and developing training schemes on cybersecurity in 
hospitals – which funded SecureHospitals.eu; and SU-TDS-02-2018: Toolkit for assessing and 
reducing cyber risks in hospitals and care centres to protect privacy/data/infrastructures – 
which funded seven projects: PANACEA, ProTego, CUREX, SERUMS, FeatureCloud, SPHINX, 
ASCLEPIOS. 

As the only Coordination and Support action among all the above-mentioned projects, with a 
strong focus on awareness raising, SecureHospitals.eu understands itself as an initiative for 
promoting the results of the mentioned projects by engaging them in all the project 
activities and outcomes. During the knowledge aggregation phase which has run from 
project Month 1 to 10, most of the mentioned projects were at their early stages of 
definition of requirements and had not released results. The created training materials 
coming as a result of knowledge aggregation thus do not reference to any project results. 
Nonetheless most of them are conceptualised in an open character, making it possible to 
enrich and adjust content at the later stages, with the aim of feeding upcoming outcomes of 
similar projects. As the knowledge aggregation phase and the creation of the main training 
frameworks within SecureHospitals.eu has been concluded, and the online hub has been 
launched, increased synergies in the following activities will be possible. The planned 
synergy activities include: 

 Engaging other project members to register on the SecureHospitals.eu online hub to 
showcase their results and remain connected through the ‘community of practice’ 

 Co-organising webinars featuring perspectives from different projects 
 Having a session on the outcomes of other projects, at the SecureHospitals.eu summer 

school 
 Co-organising dissemination events such as the SecureHospitals.eu final conference 

Though much of these activities are planned for the next project stage starting at M10, the 
cooperation activities with other projects have already started and are ongoing. The next 
section describes the activities that brought the community together and the upcoming one 
scheduled for October 2019.  

1.1. PANACEA 1st End/users/stakeholder workshop 

Upon the invitation of the PANACEA coordinators, the first meeting among the community of the 
projects funded under the same call took place at the Gemelli University Clinic in Rome, Italy on the 
28th and 29th of May 2019. Conceptualised as a workshop for the PANACEA end-users (healthcare 

https://cordis.europa.eu/project/rcn/219939/factsheet/en
https://cordis.europa.eu/project/rcn/219770/factsheet/en
https://cordis.europa.eu/project/rcn/220350/factsheet/en
https://cordis.europa.eu/project/rcn/220166/factsheet/en
https://cordis.europa.eu/project/rcn/220225/factsheet/en
https://cordis.europa.eu/project/rcn/220226/factsheet/en
https://cordis.europa.eu/project/rcn/219333/factsheet/en
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organisations) and other stakeholders, it provided the ground for presenting other Horizon 2020 
project and identifying potential synergies1. Besides the presentation of the PANACEA project, and 
other projects including SecureHospitals.eu, SPHINX and CUREX, the two-day workshop aimed at 
collecting user-requirements for the toolkits to be created as part of the mentioned project. Since of 
the foci of the toolkits and user requirements addressed were training needs and governance 
models, this was particularly important for SecureHospitals.eu where the creation of the training 
packages and the conceptualisation of the online hub as an information/training resource was 
ongoing. Outcomes of the workshop regarding the training of medical and administrative personnel 
in healthcare organisations, as well as strategies for nudging and consulting management level 
professionals provided an integral part in the development of training packages and strategies 
(together with the trainer interviews conducted as part of D4.2, and the literature review).   

Additional cooperation activities in the form or workshops, trainings, and dissemination events were, 
and mutual sharing of outcomes were also discussed and planned among all represented projects. 

 

FIGURE 2: SecureHospitalals.eu presentation at the PANACEA Workshop 

  

 
1 https://panacearesearch.eu/events/1st-end-usersstakeholders-workshop 

https://panacearesearch.eu/events/1st-end-usersstakeholders-workshop
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1.2. SPHINX Workshop on cybersecurity situation awareness 

Another activity planned and 
discussed already during the 
meeting in Rome was the 
workshop organised by the 
SPHINX project in Brussels, 
Belgium, on the 10th of July 20192. 
The workshop topics were mostly 
revolved around technical 
requirements, thus 
SecureHospitas.eu was not 
engaged with an active 

participation. However, Brussels-based partners who attended the event and represented the 
project in the conversations had several important takeaways for example on the healthcare 
landscapes in Portugal, Romania and Greece, as well as required standards, the work of ENISA etc.  

FIGURE 3: SPHINX Workshop Banner 

1.3. ENISA 5th eHealth Security Conference 

The third event planned during the 
Cybersecurity Awareness Month is 
the 5th eHealth Conference3 
organised by ENISA in Barcelona, 
Spain as part of the Barcelona 
Cybersecurity Congress. Attendance 
at this conference was already 
flagged during the meeting in Rome 
by the conference organisers and 
eHealth responsible at ENISA. 

Aiming to join this event and contribute to the discussions on the cybersecurity issues, the full 
SecureHospitals.eu consortium decided to attach it to the regular consortium meeting. Although 
active participation as a speaker/panel in the conference due to the defined topics which were not 
completely similar to the outcomes generated by SecureHospitals.eu to date, participation of all 
partner with the purpose of learning more on the recent development in the field and networking 
with other projects and stakeholder to communicate the project results will be highly important for 
the project. 

FIGURE 4: ENISA Conference Banner 

  

 

2https://sphinx-project.eu/workshop-on-cyber-security-situation-awareness-for-health-organizations-cybersec4health/ 
3 https://www.enisa.europa.eu/events/5th-ehealth-security-conference/event  

https://www.enisa.europa.eu/events/5th-ehealth-security-conference/event
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4 Conclusion and next steps 

The initial stage of the synergies’ creation has involved identifying similar projects and initiatives, and 
establishing the first contacts. As the project progresses and it has further shaped its training and 
awareness raising strategy for the second period, the involvement of external stakeholders will be 
increasingly important. For this purpose, continuous contacting and cooperation with the projects’ 
list presented in this deliverable will be on the agenda. The three described activities in section 2 
present only the initiation of the process of getting to know the community, establishing ties and the 
plans for future cooperation. In the next months more knowledge sharing and cooperation will take 
place through the organisation of common training and knowledge sharing events. The 
SecureHospitals.eu online hub will on the other hand provide more ground for knowledge sharing 
and cooperation opportunities between all the projects and stakeholders from the field.  
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Annex 1: Workshop Agendas 
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